Abstract – Trusted Computing (TC) is now an already established technology, which increases trust and security on computing platforms. The international standardisation organisation Trusted Computing Group (TCG) with about 20 specialized work groups created an open, free available standardisation framework containing architecture, implementation and applications. The hardware implementation of the standard, the Trusted Platform Module is meanwhile an integrated part in nearly every new PC and more new applications e.g. in the embedded computing area are coming up. This talk describes the basics of TC, the differences and synergies between TC and standard security technology, functionality, PC integration framework, upcoming new types and applications like mobile trusted module for mobile phones, embedded computing use cases in industrial control, traffic speeding cameras or gambling. Also an overview about related public research projects is given.
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