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The article main contribution is the use of a SVM algorithm for phishing

detection, having in count the FPRs and trying to reduce the number of 

characteristics being analized 
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The use of the FPR to qualify the best clasificators of the algorithm

is a strong point in this work, a clasificator that reports high TPR but 

also high FPR would loose credibility between the users.
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does prove the importance of these characteristics, however a validation

test could be done with another tool by following the same proccess.

Instead of that, the analysis done with the Spam Assasin was taken in th

opposite direction.



A reduction of 6.68% in the success rate could be a significant reduction

in the effectiveness of the algorithm, it is not shown why a reduction of a

this reduction could be paid off by a reduction of 56,78% in the
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It would be possitive to better explain the training and analyisis proccess

that was realized in this work,



The proper argumentation in the initial decision of the tree

 characteristics combination would give strenght to the proposed model



Another sort of tests with other Anti spam utilities could be realized in 

order to prove the effectiveness of the C4,C5, C6 and C9 characteristics
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