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The use of Markov Hidden Models to detect child arousal is the main

contribution of this article, showing that the use of more simplex analysis

considering separatedly abusser's and victim's lines, is a valious work 

result. 
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The use of this model allows the  analysis of  size variable conversations

applicability.
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It would be interesting to test the Model proposed against "regular" 

conversations to test the number of False positives that it reports
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Paper's introduction start getting a little off-track with to general informatio

about child abuse and internet use, topics that should be well known

to the Seminar target audience. 



I would suggest to move the Related work to a separate section, to help

the paper's readibility. 



Authors ough to check the table numeration, there appears to be some
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