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The use of software to export the whole dump memory to an external 

media is the main contribution of the article. 
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Altough the paper proposes an interesting approach to obtain online 

data that can be used as proof in case of an informatic crime, the 

authors do not develop any kind of own tool, they basically limit the work 

combinated use of a pair of already developed tools and do not propose

a well structured methodology.



Authors did not show how to validate that the core dumped exported wo

be corrupted, or that the application at the time of download or exporting
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 utilitários e comprovar que estavam integros quando ativos na memória 

e gerando o dump. Nenhuma outra abordagem de coleta online

tradicional se preocupa com esta integridade, todos partes do

presuposto que uma vez utilizado um programa compilado 

estáticamente este não pode ser infectado ou alterado maliciosamente"



However the way this integrity test is done, is not clearly showed in the

article. For example, is not shown how the system could validate the 
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