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Authors propose an architecture that allows to have both a general

point of view in the time responses of a virtualized cloud based

applications and also timing aspects related with the users

connectiveness to the system This combination of timestamps gives

the possibility to especifically detect the responsability in the SLA

violations related with time responses.
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The definition of timestamps at each important step in the interactions

presented between users and providers od cloud bases applications is

a strong point about this work, this definition allows the accurate 

determination of the responsability in a SLA violation related to time 

responses.



The definition of seudonims to not generate conflict of interesses is 

a coherent characteristic with the actual model bussiness of cloud 




image5.wmf





image6.wmf




It would be interesting to explore other type of metrics in the proposed

architecture to enhance the architecture capabilities. 



The conclusions could be redacted in a more synthetized manner to 

better show the authors contribution, in some conclusions is presented

again general information that has already been reported in the article

body.
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